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Today’s threat environment continues to evolve and the perpetrators are increasingly sophisticated, 
which means unprecedented risks to businesses. The growing complexity of networks coupled with 

security landscape. CISOs are forced to rethink their defense strategies to deal with this new level of 
sophistication as well as a change in attack methods. To protect their networks from malicious attacks 
and manage business risks more strategically, security departments need advanced tools and services. 
According to the latest forecast from Gartner, global spending on security products and services will 
reach more than $124 billion in 2022, making it one of the largest technology sectors. 

Since the magazine’s launch in 2016, Security Advisor ME (SAME) has become the only source in 
the Mena that connects security buyers and sellers. We cover the whole spectrum of operational 
risk management – IT and physical security, governance, business continuity and more – to help our 
readers cope with their security challenges. 

Under its umbrella brand tahawultech.com, Security Advisor ME is backed by a dedicated editorial 

information to top security decision-makers through its print, digital and events platforms, creating a 
community of knowledge and best practices.

A note about our magazine

SAME has been redesigned for 2022. This decision was made to demonstrate our full-throated support 
for the enduring strength of this print product. We are doing everything digitally possible to grow our 
audience on tahawultech.com, on our social media platforms and on our YouTube channel, but we 
also understand that our magazine’s loyal readership and faithful advertisers continue to grow. This 
redesign is an acknowledgement of their commitment to us.

Security Advisor Middle East (SAME)

Events Calendar 
2022

March August
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Our 
social media

accounts

FEBRUARY

JANUARY

MARCH

APRIL

MAY

JUNE

SEPTEMBER

OCTOBER

NOVEMBER

 

DECEMBER

       
Cybersecurity predictions 2022 New Innovations & Trends in cybersecurity 

Passwords & Authentication: How e�ective are they today? Remote working & security

Ransomware: How do we tackle them in 2022? AI & its role in cybersecurity

Phishing Attacks: Are they a threat to businesses in 2022? The human factor in security: How are we addressing the issue?

The connected ecosystem: How do we ensure security for critical infrastructure? Top tips for e�ective multi-factor authentication

Vulnerability Management& Assessment
 

Why risk assessments are key to ensuring strong security strategies

Zero Trust-Is it still a valid approach?

The growing role of MSPs Is collaboration an e�ective model to beat the hackers?

Enterprise Security: Challenges & Opportunities

Data Protection & Security

Product, System & Operational Security: Ensuring a holistic approach
Automation & Integration: How can they be implemented e�ectively to 
ensure a cyber resilient world?

Cyber Resilience: The new way forward? How can the C-Suite better prioritize security decisions

  

Honouring the legends: How the cyber security frontrunners are
clearly transforming the world of cyber security in the region

What was and what will be: Summarising the attack landscape of 2022 and
understanding what lies ahead

Editorial Calendar 2022

Our online platform

www.tahawultech.com

*NOTE: The editorial calendar is subject to change.

facebook.com/
tahawultech

twitter.com/
tahawultech

linkedin.com/in/
tahawultech

instagram.com/
tahawultech

http://bit.ly/youtube_
tahawultech



DISTRIBUTION INFORMATION

READERSHIP  
BY JOB TYPE

CIRCULATION
BY COUNTRIES

 ARCHITECT 11.50%
 INFORMATION SECURITY- 
MGR / SR.MGR / VP / 
DIRECTOR /ENGINEER /
CONSULTANT 22.80%

 CEO / CFO /CISO / CIO 
30.20%

 CYBER SECURITY 
CONSULTANT/
       LEADER 18.40%

 HEAD OF CRITICAL 
INFRASTRUCTURE 
PROTECTION /CYBER RISK 
INTELLIGENCE 8%

 VP - HEAD OF 
INFORMATION SECURITY 
/DIGITAL TECHNOLOGY 
TRANSFORMATION5.30%

 IT - PROJECT ENGINEER 
/ PROJECTS ENGINEER /
SALES CONSULTANT /
SECURITY ANALYST /
SECURITY ENGINEER/
DIRECTOR IT, SECURITY & 
OPERATIONS 4.10%

 KSA 29%
 UAE 22%
 EGYPT 15%
 BAHRAIN 14%
 LEVANT 12%
 KUWAIT 8%
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22,000
copies per month



Print Advertising Rates
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POSITION SINGLE ISSUE SIX SERIES TWELVE SERIES

STANDARD ADVERTISING PRICE (US$)PRICE (US$) PRICE (US$)

SPECIAL POSITIONS

Double-page spread	

Full-page ad

Half-page spread

Half-page ad

Bottom-page strip ad

Inside front cover

Inside back cover

Outside back cover

Full-page advertorial

Belly band

Cover mount

Inside front/Back cover gatefold

Inserts

Guaranteed position

12,000

8,500

7,000

5,500

4,000

12,000

10,000

13,500

8,500

9,000

Price on application

Price on application

5,520 (4 grams)

+10%

7,999

4,899

4,899

2,799

1,999

6,799

5,799

7,699

6,799

6,799

N/A

N/A

N/A

N/A

6,899

3,799

3,799

1,699

1,199

5,599

4,599

6,599

5,599

5,599

N/A

N/A

N/A

N/A
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Page
Specifications

Full-page ad (FP)

20.7cm x 27cm
(4mm bleed)

Double-page spread 
(DPS)

41.4cm x 27cm
(4mm bleed)

Half-page
Horizontal

17.5cm x 11cm

Half-page
Vertical

8.5cm x 23cm
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TECHNICAL SPECIFICATIONS TRIM SIZE WxH (MM) BLEED SIZE WxH (MM) TYPE SIZE WxH (MM)

Print Advertising Specifications

TAKING  
     ACTION

COVER FEATURE

RAWAD SARIEDDINE, SENIOR DIRECTOR AT CYBERSECURITY AND THREAT 
RESPONSE SERVICES FIRM CROWDSTRIKE, DELVES INTO THE GROWING 
THREAT LANDSCAPE AND SHARES INSIGHTS INTO HOW ORGANISATIONS 
CAN TURN THE TABLES AGAINST THE BAD GUYS BY EFFECTIVELY 
TRACKING THREATS IN THE CYBER HUNTING GROUND.

E
very year organisations 
from across the world 
are increasing their 
security budgets to 
invest hundreds of 
billions of dollars into 
the latest cybersecurity 
products, services, 
and training. Yet, 
cyber-attacks and data 

breaches persist and remain a regular 
occurrence.

A recent study by Cybersecurity Ventures 
revealed that cybersecurity spending is 
expected to exceed $1 trillion by 2021. 
However, it also noted that annual global 
losses from cyber-attacks are expected to 
hit $6 trillion by the same year. 

These concerning figures show how 
current cybersecurity models are becoming 
inept and outdated. Many security 

strategies are still only focused on building 
up perimeter defences and deploying 
solutions that are aimed at stopping 
malware. All the while, adversaries are 
growing more sophisticated and distruptive, 
outpacing the advancements in defense 
technologies, processes and policies.

Among the latest threats permeating in the 
cyber landscape today is malware-free attacks.

Malware-free attacks execute malicious 
scripts by piggybacking on legitimate 
software packages. 

“Typically, malware-free compromises 
involved taking a legitimate process, that 
is part of the operating system, hijacking 
it in some way and causing it to perform 
nefarious tasks at the bidding of the threat 
actor,” says Rawad Sarieddine, senior 
director, CrowdStrike.

“One method might be to inject some 
malicious code, allowing the hacker to take 

“ENTERPRISES CAN NO LONGER 
RELY ON PASSIVELY DEPLOYED 
TECHNOLOGY ALONE TO 
COMBAT MODERN THREATS.”
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BETTER  
TOGETHER

FEATURE

SECURITY CORRESPONDENT DANIEL BARDSLEY 
SPEAKS TO INDUSTRY EXPERTS TO DISCUSS 

WHY ALLIANCES AND INTEROPERABILITY 
BETWEEN SECURITY VENDORS ARE VITAL IN 
KEEPING ORGANISATIONS CYBER RESILIENT 

AMID A GROWING THREAT LANDSCAPE.

28     OCTOBER 2019 www.tahawultech.com

down to how that API has been designed.
“There’s even a trend now towards 

‘microservices’ – breaking things down 
to almost individual function level. 
Rather than one large server or service, 
you have hundreds of small functions 
that each do one thing and they can be 
easily reconfigured and reused.

“Each function exposes an API and 
they can call each other. You can end 
up with quite powerful results and 
it can improve code maintainability, 
extensibility and interoperability. It’s 
an architectural design pattern that’s 
becoming more common.”

However, Pumphrey says that, when 
interfaces are being designed, there is 
often a tendency to re-design and not to 
look for existing open APIs and standards.

“The ideal scenario in the future is 
that everything is open standards – 
there are well-defined standards so that 
integration becomes straight forward. I 
don’t think at the moment it’s straight 
forward,” he says.

It is a view echoed by Chadwick, 
who notes that, with new products 
being developed all the time, common 
standards have to follow on from the 
development of new technologies, rather 
than vice versa.

“If you go back 30 years to when open 
email was invented, different companies 
produced email in different systems, 
so you couldn’t transfer between the 

FEATURE

systems,” says Chadwick, who is himself 
involved in developing standards for 
verifiable credentials that use open APIs.

“You cannot create standards for a 
product that doesn’t exist, so people 
develop products and they store the data 
in forms that seem sensible to them.

“When other people create products, 
you start to see the commonality and 
you start to standardise them. The 
standards usually lag behind.”

Trying to develop standards before 
products are developed can lead to “a 
mess”, says Chadwick, because it can 
be unclear if those standards will work.

While a lag in standards undoubtedly 
partly explains the fact that 
cybersecurity products often do not 
communicate effectively with one 
another, vendor reluctance is also, 
according to industry experts, an issue.

“Sometimes the big platform guys will 
not be as open to integration because 
they’re trying to grab as much market 

share as they can,” says Bricata’s Trauth.
Elefant at Sorenson Ventures echoes 

this view, saying that large vendors are 
typically reluctant to invite other large 
vendors into their programmes because 
they view them as competitors.

“That’s the key blocking point. Security 
companies need to work with other 
security companies and integrate, 
regardless of whether they’re a 
competitor or not,” he says.

But what can be done to encourage 
the security companies to do this? 
Elefant suggests that customers can be 
part of the answer.

Major customers, he says, should 
use their leverage to push suppliers to 
integrate their products with those of 
rivals. As Elefant puts it, customers “should 
demand tight integration from their key 
vendors or they should move away”.

As an example, he suggests that if 
a large bank was to demand from one 
supplier that it integrated its products 
with those of another supplier, “that 
would create a very tight ecosystem”.

Elefant names McAfee and Symantec 
as theoretical examples of two 
companies that could make efforts to 
integrate their respective products, 
because the two firms compete heavily 
when it comes to endpoint security.

“The most sophisticated chief security 
officers are demanding and should be 
demanding more in this respect. That’s 
the only way that interoperability is going 
to change,” he says. 

“THE IDEAL SCENARIO IN THE FUTURE IS 
THAT EVERYTHING IS OPEN STANDARDS – 
THERE ARE WELL-DEFINED STANDARDS SO 
THAT INTEGRATION BECOMES STRAIGHT 
FORWARD. I DON’T THINK AT THE MOMENT 
IT’S STRAIGHT FORWARD.”

Sam Pumphrey, Cambridge Consultants

“WITH THE ADVENT OF SO MANY 
CYBERSECURITY COMPANIES OUT THERE, 
AND CUSTOMERS CONSTANTLY STRIVING 
TO LEVERAGE BEST OF BREED, INTEGRATION 
DEFINITELY BECOMES AN ISSUE.”

John Trauth, Bricata
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Double-page spread

Full-page

Half-page spread

Half-page horizontal

Half-page vertical

Bottom-page strip

Cover mount

Belly band

414 x 270

207 x 270

400 x 122

192 x 122

90 x 255

193 x 55

Specs on application

Specs on application

420 x 276

213 x 276

N/A

N/A

N/A

N/A

Specs on application

Specs on application

384 x 240

177 x 240

N/A

N/A

N/A

N/A

Specs on application

Specs on application



Online
Specifications
  All artwork must be supplied in either GIF or JPEG formats (in case of animation) 

    along with the links

  Maximum file size for all these banners should not exceed 50kb
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DEDICATED eMARKETING

E-mail shots GIF, JPEG. HTML TEXT 100KB VARIABLE WIDTH UP TO 640PX 300 CPM
*Web banner can also be supplied in Swf, I-frame or Javascript tag formats

Leader Board Banner1

MPU Banner2

 Eyeblaster

3

Web Display Advertising

TYPE FORMAT FILE SIZE

eNEWSLETTER BANNERS

Leaderboard

Billboard banner

MPU

Video MPU

Overlay/Eyeblaster

Interstitial 

Roadblock (exl. Homepage)

Smart Links

Microsite

Top Leader Board Banner

MPU Banner 

Bottom Leaderboard banner

GIF, JPEG

GIF, JPEG

GIF, JPEG

72DPI, 50KB

72DPI, 50KB

72DPI, 50KB

728 X 90

336 X 280

728 X 90

$3,000 PER ISSUE

$2,500 PER ISSUE

$2,000 PER ISSUE

GIF, JPEG

GIF, JPEG

GIF, JPEG

GIF, JPEG

GIF, JPEG

GIF, JPEG

GIF, JPEG

GIF, JPEG

GIF, JPEG

50KB

100KB

50KB

50KB

50KB

100KB

50KB

N/A

N/A

728x 90px

1170x250px

336x280px

Supplied by client

900px (W)x500px(H) max.

Full screen 750px x 450px

220x550, 728x90(x2), 300x250(x2)

Banner size 200x200px max.

Upon request
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CPI Media Group Head Office
Dubai, United Arab Emirates, 
PO Box 13700
info@cpimediagroup.com
www.cpimediagroup.com 

Contact us

Mark Forker
Editor - CNME and Tahawultech.com
mark.forker@cpimediagroup.com

Anita Joseph
Editor - Reseller and Security Advisor
anita.joseph@cpimediagroup.com

Daniel Shepherd
Online Editor 
daniel.shepherd@cpimediagroup.com

Keith Lobo 
Distribution & circulation
keith.lobo@cpimediagroup.com

To subscribe online please go to:
http://subscribe.cpimediagroup.com/

Or visit us at 
https://www.tahawultech.com

Advertising and sponsorship enquiries Print & online editorial enquiries Subscription enquiries

Natasha Pendleton 
Publishing director
natasha.pendleton@cpimediagroup.com

 

+971 56 787 4778

Kausar Syed
Group Publishing Director
kausar.syed@cpimediagroup.com
+971 50 758 6672

Sabita Miranda 
Sales Director
sabita.miranda@cpimediagroup.com
+971 50 778 2771
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Database and Operations
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