Conceal and Spire partner up to tackle Zero Trust Security


Conceal, the leader in Zero Trust isolation and ransomware prevention technology, and Spire Solutions, a leading value-added distributor, signed a strategic partnership agreement today at GITEX 2022 for Spire to serve as the distributor for Conceal’s platform and Conceal Browse.

Starlink onboards Automation Anywhere

Starlink Collaborates with Automation Anywhere to Enable Organisations across the Middle East to Adopt and Scale Automation

Starlink, an Infinigate Group Company, today announced a collaboration with Automation Anywhere, a leader in cloud native intelligent automation, to focus on roles that require creative and critical thinking. However, in pursuit of a next level customer experience and extensive operational efficiency, there is a need for the digital ecosystem to be enhanced with RPA combined with Artificial Intelligence and Machine Learning.

On the Security Frontlines

In a special interview with Security Advisor, Gopan Sivasankaran, General Manager, META at Secureworks, tells Anita Joseph about the company’s growth in the past year, its cutting-edge XDR platform and participation at GITEX.

What can we look forward to from Secureworks at GITEX?

This year, we’ll be present along with our partner Redington Value. What’s the synergy like?

There are two facets to this relationship. We benefit from the scale that Redington provides, with its extensive regional presence and massive partner ecosystem which helps strengthen our narrative. Redington, on its part, leverages ambiguity around XDR—the common perception is that it’s a combination of SIEM & EDR, which is not the case, and GITEX will give us the perfect opportunity to create awareness about what it actually is. We’ll also focus on other key areas such as consulting, penetration testing and Incident Response (IR), among others.

Tell us about your partnership with Redington Value. What’s the synergy like?

There are two facets to this relationship. We benefit from the scale that Redington provides, with its extensive regional presence and massive partner ecosystem which helps strengthen our narrative. Redington, on its part, leverages ambiguity around XDR—the common perception is that it’s a combination of SIEM & EDR, which is not the case, and GITEX will give us the perfect opportunity to create awareness about what it actually is. We’ll also focus on other key areas such as consulting, penetration testing and Incident Response (IR), among others.

Threat of Delinea’s participation

As organisations continue their digital transformations, they are faced with increasingly sophisticated environments and more challenging requirements for securing an expanded threat landscape. Legacy PAM solutions are not designed for today’s hybrid environments, are too complex, and cannot solve current privilege management challenges. Our core message to attendees at GITEX is that the opposite of complex isn’t simple—it’s seamless. Our mission is to provide security that’s invisible to the user, while simultaneously providing IT and security teams with the control they require.

Solutions that Delinea will be showcasing at GITEX Global 2022:

Making Security Seamless

Mohammad Ismail, Regional Director - Middle East, Delinea, tells Security Advisor ME that as remote work, hybrid IT, environments, and new types of applications and endpoints continue to expand the attack surface, there is an urgent need to bring together PAM capabilities that address traditional and emerging use cases from one unified interface.

A Comprehensive Security Framework

Joe El Khoury, Director – Cybersecurity, Raqmiyat LLC, tells Anita Joseph in an exclusive interview how Raqmiyat helps customers achieve IT security vision, starting from the user to the network, to the application and finally to the data.

How would you describe the cybersecurity landscape in the region today?

Ransomware continues to be a major threat in the UAE. UAE enterprises have experienced a greater number of ransomware attacks in the last 12 months which resulted in major damages to the organisations. According to a survey, 84% of UAE companies paid ransom in these attacks, which is more than 20% higher than the global average. Of the companies that paid, 90% experienced a second ransomware attack and 59% found their data corrupted. Public Infrastructure Systems and Government IT systems have become a target of choice for hackers. As in the news, malicious actors, backdoors, commodity ransomware, etc are all knocking government agencies and financial institutions across. The UAE is rolling out several digitisation initiatives and they are also aware of the new threats associated with digitisation, the nation is well prepared for that.

Threat actors will continue to leverage new techniques and organisations should be aware of what to expect. RansomOps will likely start moving toward the exploitation and encryption of cloud data. Use of the cloud has grown, especially since the pandemic, and as a result, RansomOps are searching for vulnerable assets to target on platforms like AWS and Azure.

What are some of the threats that are prevalent in the region now, post the pandemic?

Post-pandemic, many
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solution in the Middle East and Africa regions. According to Gartner, increasing cyberattacks, threats to cyber-physical infrastructures, and the malicious nature of ransomware are expected to increase end-user spending on security and risk management in the Middle East and North Africa to total $2.6 billion in 2022, an increase of 11.2% from 2021.

According to security and risk management firm Secureworks, ransomware is the malicious nature of cyberattacks, threats to IT environments and online services delivery, said Sanjeev Walia, Founder & President at Spire Solutions. "Conceal's patented zero trust solutions are proven in their deployment with the Fortune 100 and some of the world's largest government agencies. We are honoured to partner with Conceal to make these solutions accessible in the Middle East and African regions too. ConcealBrowse was recently introduced and performs pre- and post-processing of code on a computer to prevent against browser-borne attacks including RATs, Trojans, Worms, Ransomware, Browser Hijacking, and more. It leverages an intelligence engine that works at machine speed with near-zero latency to dynamically and transparently pre-process and analyse code and make suspicious, unknown, and risky code to a cloud-based isolation environment. This unique, patented approach ensures that malicious code or files never enter enterprise devices and cannot infiltrate the network. ConcealBrowse works with existing browsers and supports all popular operating systems, integrates with Microsoft's Active Directory, single sign-on authentication, and other identity management systems. The proven success of our platform is enabling Conceal to embark on an aggressive global growth strategy," said Gordon Lawson, CEO of Conceal. "The Middle East and Africa are experiencing significantly increasing demand for zero trust solutions and are a natural next step for Conceal. The Spire team has proven their leadership in these regions, and we look forward to a mutually beneficial partnership."

While at GITEX, you can meet Conceal in the Spire Stand H2-B1 in Hall 2 of the Dubai World Trade Centre.

**MSSP partners are important for Secureworks and Redington is our valued MSSP partner, using our platform to deliver their services.**

Spire...
opportunities that RPA could not previously address.
Ahmed Dial, COO, StarLink, An Infinigate Group Company said, "We are engaged with many organisations across the region to accelerate their digital transformation journey by leveraging on our IA technologies that cater to AI, Machine Learning and Advanced Analytics. Automation Anywhere is a strategic addition to our IA portfolio with their AI driven RPA expertise that complements our IA ecosystem. We are extremely excited about this onboarding and are looking forward to a successful partnership."

"We are excited to partner with StarLink to empower more organisations across the region to scale automation, giving back time to knowledge workers to focus on value-added tasks and build deeper customer relationships, ultimately driving business success", said Dinosh Chandra, Regional Vice-president, Middle East and Turkey, Automation Anywhere. "This will help us further accelerate business transformation by making automation accessible to everyone through our enhanced Automation Success Platform. This includes solutions such as Delinea Automation, AAM for Every App, CoManager, Citizen Development, Process Discovery, the Automation Pathfinder Program."

### Starlink... Delinea...
Delinea is a leading provider of privileged access management (PAM) solutions that make security seamless for the modern, hybrid enterprise. At GITEX, we will showcase our portfolio of solutions that empower organisations to secure critical data, devices, code, and cloud infrastructure to help reduce risk, ensure compliance, and simplify security. We offer a comprehensive portfolio that not only provides the right users just-in-time and just-enough access to critical data, servers, and applications but also provides end-to-end monitoring and reporting to identify abuses of privilege and quickly thwart attacks.

### Raqmiyat...
organisations were forced to rapidly adapt to new challenges and the cyber threat actors were taking advantage of this shift, cloud adoption is rising with a remote workforce and companies are trying to cope with the scalability and accessibility offered by these solutions. While companies are moving to the cloud, security is lagging since cloud infrastructure is different from the traditional data center. Phishing is getting more sophisticated, and the attackers are using machine learning to distribute malicious threats and improve overall security and cyber-resiliency. We deliver real value to customers and partners with our vendor-agnostic and technology-agnostic architecture. By using our framework, customers are able to comprehensively achieve their IT security vision, starting from the user to the network, to the application, and finally to the data. We help decision-makers to quickly and easily map multiple security domains to help understand, prioritise, and mitigate risk. We offer our solutions and services across multiple verticals such as Threat Protection, Incident Response, PAM/PAM Identity Management, Multifactor Authentication, database activity monitoring, network access control, Email security, security mobility/ EFT, Infrastructure Security, Data protection, Identity & Access Management, Risk & Compliance, Security Intelligence Center, and Managed Security Services.

How does Raqmiyat help organisations achieve cyber resiliency and mitigate risk? Achieving cyber resilience has become a challenging task because in recent years, there has been a clear rise in threat volume and cybercriminals moved to sophisticated techniques to evade detection and target high value assets. The lack of real-time visibility for the enterprise security status associated with IoT devices has become a focus for threat related to credential harvesting and ransomware.

### Expectations and Plans for the show this year:
GITEX this year will be especially relevant to us as it will be the first edition of the show where we will participate under our new brand identity which was unveiled earlier this year following the successful merger of established Privileged Access Management (PAM) leaders Thycotic and Centrify. We are excited to have the opportunity to introduce prospects, customers, and partners to Delinea, and our Regional Director, Mohammad Ismail, who joined us in August this year from our valued distributor partner Shifra. Through our engagements at the event, we want to emphasise that whether in the cloud or on-premises, Delinea provides powerful, flexible, customisable, and scalable solutions to secure organisations of any size or in any industry, no matter their PAM maturity.

### Forward-looking plans:
Remote work, hybrid IT environments, and new types of attacks and endpoints continue to expand the privileged account attack surfaces. This has created an urgent need for a holistic vision, bringing together PAM capabilities that address traditional and emerging use cases from one unified interface – what we at Delinea call Extended PAM. As business requirements and the threat landscape has evolved, so too has our regional strategy. We are particularly focused on evangelising the Middle East market on how our GITEX PAM approach redefines PAM to treat all users as privileged users and address complex IT environments. Our aim is to help businesses recognise this solution ensures scalability by treating the data as a common thread for authentication and applying policy-based authorisation controls to meet zero trust and least privilege best practices.

### The lack of real-time visibility for the enterprise security status associated with IoT devices has become a focus for threat related to credential harvesting and ransomware.

Mohammad Ismail
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etisalat by & partners with Builder.ai to unlock SMB potential

etisalat by &’s customers will have access to Builder.ai Studio Store and its wide range of pre-packaged apps that enable SMBs to become digitally native without having to hire a developer.

Builder.ai has entered a region-wide partnership with Etisalat UAE, branded as etisalat by &; (formerly known as Etisalat Group), aimed at empowering small and medium-sized businesses (SMBs) with a digital-first future that is accessible, cost-effective and effortless. etisalat by & will offer its existing clients access to a wide range of secure, scalable technology solutions, including the Mimecast X1 Platform, Builder Studio’s secure app development capabilities and a Programmable API, to help SMBs grow their digital footprint.

In his new role, Hashish will help shape Cisco’s strategic CX direction in MEA, with a strong emphasis on leveraging technology to support businesses online faster and bringing more impactful ways to scale their businesses and engage with customers in an ever-evolving omnichannel world. Our mission is to digitize millions of small and medium-sized businesses with the market and connect with customers, partners and other ecosystem stakeholders.

Mimicost to showcase Mimecast X1 platform at GITEX 2022

Designed to empower organisations to mitigate risk and complexity, lower risk, and improve security investments, Mimicost offers customers an opportunity to share new solutions with the market and connect with customers, partners and other ecosystem stakeholders.

Cisco appoints Sayed Hashish as VP of Customer Experience for MEA

In his new role, Hashish will help shape Cisco’s strategic CX direction in the region, with a strong focus on leveraging technology to support digitisation, innovation and social inclusion. He will help build customer loyalty and ensure customers take full advantage of Cisco’s software, services, and subscription offerings.

Our partnership reinforces our commitment to digitally empowering people and societies so that we can accomplish more together.” — Sachin Dev Duggal, Co-Founder and Chief Workshop Officer, The Knot

Our partnership with etisalat by & highlights our commitment to UAE as we endeavour to grow our presence in digitally unique markets, and to help every business should be empowered to unlock its true potential, and offers us a way to bring SMBs and etisalat by &’s vast reach, we look forward to inspiring small business owners and entrepreneurs to find more impactful ways to scale their businesses and engage with customers in an ever-evolving omnichannel world. Our mission is to digitize millions of small and medium-sized businesses with the market and connect with customers, partners and other ecosystem stakeholders.

Simone Govers, Cybersecurity Programs Manager at Mimicost, says: “GITEX offers companies a great opportunity to showcase new solutions with the market and connect with customers, partners and other ecosystem stakeholders. For Mimicost, it’s also an opportunity to share our story about transforming the world of work protected and the importance of an integrated ecosystem. With Mimecast, we’re sharing a stand with our partner Nitiksop, we look forward to showcasing how organisations can leverage Nitiksop’s security cloud for Mimecast’s advanced detection and accelerated product innovation for rich threat detection and protection, and support for cross-correlation of data with systems beyond email. The Mimecast X1 Data Analytics is built with one primary goal in mind: making information actionable for customers.

• **Mimecast X1 Service Fabric**: By allowing customers to grow securely and seamlessly and uncover user insights that can accelerate detection and response, the Mimecast X1 Service Fabric provides the foundation for cloud-delivered security of scale.

• **Mimecast X1 Data Analytics**: Providing the foundation for a wide array of services and capabilities – from the discovery and analysis to alerting and response – is the Mimecast X1 Data Analytics. The Mimecast X1 Data Analytics is built on top of Mimecast’s X1 Service Fabric, powered by a vast amount of data from customers and our devices and endpoints. This data is then used to create actionable insights that turn email and collaboration security into the eyes and ears of organisations worldwide.

• **Mimecast X1 Precision Detection**: Integrating risk management and threat intelligence capabilities, deliver identity reliability, resilience and scale, and transform data into insights that turn email and collaboration security into the eyes and ears of organisations worldwide.

• **Mimecast X1 Precision Detection**: Integrating risk management and threat intelligence capabilities, deliver identity reliability, resilience and scale, and transform data into insights that turn email and collaboration security into the eyes and ears of organisations worldwide.

Cisco has announced the appointment of Sayed Hashish as Vice President for Customer Experience for Middle East & Africa, succeeding Adelle Trombetta who was promoted to Vice President for CX, EMEA in late 2021.

‘As a 24-year technology veteran of Microsoft, brings more than three decades of diverse experience in executive leadership and digital and transformation expertise to the wider region. Prior to joining Cisco, Hashish was General Manager, Microsoft UAE, where he has successfully launched the company’s partnership with Microsoft for the Digital Transformation of Dubai Cloud Regions. In his new role, Hashish will help shape Cisco’s strategic CX direction in the Middle East & Africa, with a strong focus on leveraging technology to support digitisation, innovation and social inclusion. He will help build customer loyalty and ensure customers take full advantage of Cisco’s software, services, and subscription offerings. CX is one of Cisco’s largest business units, and a key growth engine with customers and the company’s transformation strategy.

Commenting on his appointment, Hashish said: “I am honored to join Cisco. I have always admired the trust Cisco enjoys from our customers and partners which uniquely positions us to drive digital transformation and help our customers and partners in the Middle East and across the region. With decades of experience in the technology sector, he will help accelerate our transformation strategy and drive further growth in the region.”

With a strong focus on leveraging technology to support digitisation, innovation and social inclusion. He will help build customer loyalty and ensure citizens take full advantage of Cisco’s software, services, and subscription offerings. CX is one of Cisco’s largest business units, spanning SIEM, SOAR, EDR and TIP and XDR. The result is reduced risk, and improved security investments.

Sayed Hashish
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Tenable to highlight Continuous Exposure Management capabilities at GITEX

At GITEX 2022, we want to help organisations appreciate what constitutes the modern attack surface.

The team will be on hand to help businesses understand how they can focus their efforts to prevent likely attacks.

“GITEX has always been a wonderful platform to connect with partners, customers, industry experts, and to showcase our cutting-edge technology during the weeklong show.”

Demes Strouthos, and managing director for India, the Middle East, and South Asia. "The launch of the centre underscores our ongoing commitment to delivering state-of-the-art cyber protection and scaling our capacity in a way that will benefit the whole region.”

Radware launches cloud security centre

Responds to regional demand for low latency performance and complies with offshore data routing requirements

Radware, a leading provider of cyber security and application delivery solutions, has announced the launch of its new cloud security centre in the United Arab Emirates. Located in Dubai, the facility will reduce latency for in-region traffic and offer customers faster mitigation response times against denial-of-service attacks, web application attacks, malicious bot traffic, and attacks on APIs. It will also mitigate compliance processes involved in offshore routing.

The new site in Dubai fulfils a growing demand for a local security presence that can deliver rapid response times with accuracy for organisations in the public and private sector,” said Nikhi Karan Taneja, Radware's vice president and managing director for India, the Middle East, and South Asia. “The launch of the centre underscores our ongoing commitment to delivering state-of-the-art cyber protection and scaling our capacity in a way that will benefit the whole region.”

ESET to showcase products that protect enterprises in their digital journey

The ESET PROTECT platform has been enhanced with ESET’s customers in mind, with the main objective being in assisting IT admins to better manage security risks.

ESET said: “ESET has been a pioneer in the digital security and we have part of several organisations in the region to keep their assets, employees and data safe for decades. With our refreshed line of business products organisation can be sure of running their networks smoothly and securely, so that their digital journey is not hampered in any way”.

ESET Europe’s leadin global-scale digital security provider, has announced its participation at GITEX Global 2022, where the company will highlight its new refreshed line of business products that ensures enterprises in the Middle East can embark on a secure and a smooth digital journey and prevent cybercriminals doing any damage to their networks.

Demos Strouthos, General Manager at ESET said: “As part of our strategic cloud services initiative, we continue to accelerate cloud innovation to provide our customers the highest level of cyber security services,” said Radware’s existing cloud security network. Today, the network includes over 10Tbps of mitigation capacity across more than 50 security centres located around the globe.

"Radware is a proven company that understands the critical importance of protecting organisations against cybercrime and helps our customer deliver on the promises they make to their customers and investors. We are proud to sponsor GITEX’s 2022 cloud security centre, which is an important step forward in enabling our customers to thrive in today’s rapidly changing digital landscape," said Zelikovsky.

Haim Zelikovsky, vice president and managing director for India, the Middle East, and South Asia. "The launch of the centre underscores our ongoing commitment to delivering state-of-the-art cyber protection and scaling our capacity in a way that will benefit the whole region.”

Radware, a leading provider of cyber security and application delivery solutions, has announced the launch of its new cloud security centre in the United Arab Emirates. Located in Dubai, the facility will reduce latency for in-region traffic and offer customers faster mitigation response times against denial-of-service attacks, web application attacks, malicious bot traffic, and attacks on APIs. It will also mitigate compliance processes involved in offshore routing.

The new site in Dubai fulfils a growing demand for a local security presence that can deliver rapid response times with accuracy for organisations in the public and private sector,” said Nikhi Karan Taneja, Radware’s vice president and managing director for India, the Middle East, and South Asia. "The launch of the centre underscores our ongoing commitment to delivering state-of-the-art cyber protection and scaling our capacity in a way that will benefit the whole region.”

ESET Europe’s leading global-scale digital security provider, has announced its participation at GITEX Global 2022, where the company will highlight its new refreshed line of business products that ensures enterprises in the Middle East can embark on a secure and a smooth digital journey and prevent cybercriminals doing any damage to their networks.

Demos Strouthos, General Manager at ESET said: “ESET has been a pioneer in the digital security and we have part of several organisations in the region to keep their assets, employees and data safe for decades. With our refreshed line of business products organisations can be sure of running their networks smoothly and securely, so that their digital journey is not hampered in any way.”

ESET Europe’s leading global-scale digital security provider, has announced its participation at GITEX Global 2022, where the company will highlight its new refreshed line of business products that ensures enterprises in the Middle East can embark on a secure and a smooth digital journey and prevent cybercriminals doing any damage to their networks.

Demos Strouthos, General Manager at ESET said: “ESET has been a pioneer in the digital security and we have part of several organisations in the region to keep their assets, employees and data safe for decades. With our refreshed line of business products organisations can be sure of running their networks smoothly and securely, so that their digital journey is not hampered in any way.”

ESET Europe’s leading global-scale digital security provider, has announced its participation at GITEX Global 2022, where the company will highlight its new refreshed line of business products that ensures enterprises in the Middle East can embark on a secure and a smooth digital journey and prevent cybercriminals doing any damage to their networks.

Demos Strouthos, General Manager at ESET said: “ESET has been a pioneer in the digital security and we have part of several organisations in the region to keep their assets, employees and data safe for decades. With our refreshed line of business products organisations can be sure of running their networks smoothly and securely, so that their digital journey is not hampered in any way.”

ESET Europe’s leading global-scale digital security provider, has announced its participation at GITEX Global 2022, where the company will highlight its new refreshed line of business products that ensures enterprises in the Middle East can embark on a secure and a smooth digital journey and prevent cybercriminals doing any damage to their networks.

Demos Strouthos, General Manager at
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Fortinet surpasses 1 million Network Security Expert (NSE) Certifications issued

Fortinet continues to expand the global impact of its training and certification programs with the addition of new courses in priority cybersecurity areas.

Fortinet, a global leader in cybersecurity, has surpassed 1 million Network Security Expert (NSE) certifications to date, further advancing its commitment to close the cybersecurity skills gap. Adding to this milestone, Fortinet continues to expand the global impact of its training and certification programs with the addition of new courses in priority cybersecurity areas, new training partners, and by expanding access to cyber training and education to empower underprivileged talent. Fortinet also continues to help organisations build a cyber-aware workforce through strategic partnerships by Awareness and Training Service and through a recent initiative to the 2022 White House National Cyber Workforce Awareness and Training Service and through a recent initiative to the 2022 White House National Cyber Workforce Awareness and Training Service and through a recent initiative to the 2022 White House National Cyber Workforce Awareness and Training Service and through a recent initiative to the 2022 White House National Cyber Workforce.

Fortinet announced that it has surpassed 1 million NSE certifications issued to date. According to a global 2022 Fortinet report, the cybersecurity skills gap continues to be a top concern for companies and organisations. In an effort to close the cyber skills gap, Fortinet through its Security Awareness and Training Service, is dedicated to offering award-winning cyber training and certifications for security professionals to upskill and advance their knowledge or for those considering reskilling. At the same time, for organisations looking to build cyber awareness in their employees and strengthen their posture, the Fortinet Training Institute offers its Security Awareness and Training service.

Advancing Skill Sets in Cybersecurity

Keeping Up with Threats

With more than 80% of breaches being attributed to a lack of skills, according to a global 2022 Fortinet report, the cybersecurity skills gap continues to be a top concern for companies and organisations. In an effort to close the cyber skills gap, Fortinet through its Security Awareness and Training Service, is dedicated to offering award-winning cyber training and certifications for security professionals to upskill and advance their knowledge or for those considering reskilling. At the same time, for organisations looking to build cyber awareness in their employees and strengthen their posture, the Fortinet Training Institute offers its Security Awareness and Training service.

Developing Courses in Key Cybersecurity Areas across All Industries

The Fortinet Training Institute is continuously updating its training with more than 130 countries and territories around the world, teaching in 26 different languages. ATCs deliver the Fortinet Training Institute’s cybersecurity in a local language. New ATCs that have recently joined the program, expanded the footprint of Fortinet’s security training professionals around the world, including

- Zero Trust Network Access and Security SD-WAN, among others.
- Additionally, Fortinet offers low-cost labs to further advance the learning for anyone taking technical advanced or expert level training.
- Leveraging Threat Intelligence from FortiGuard Labs in Curriculum: The Fortinet Training Institute curriculum is developed by Fortinet’s world-class trainers and curriculum developers with an in-depth knowledge of industry-leading technology and the evolving threat landscape. The training curriculum is augmented with FortiGuard Labs Threat Intelligence. The Fortinet research team comprised of experienced threat hunters, analysts, engineers, and data scientists. In addition, the curriculum is designed to evolve based on the latest threat intelligence.
- Offering Opportunities for Professionals to Upskill Through Fortinet’s Global Authorized Training Centers (ATCs): Any network of accredited training organisations in more than 130 countries and territories around the world, teaching in 26 different languages. ATCs deliver the Fortinet Training Institute’s in a local language. New ATCs that have recently joined the program, expanded the footprint of Fortinet’s security training professionals around the world.

Accessing Expert Cyber Training and Empowering Unstoppable Talent

Fortinet has expanded its cyber security training so that more people, regardless of their educational background, current career or life experiences, can access cyber courses and help kickstart a career in cybersecurity. Fortinet is also empowering unstoppable talent pools, including women, students, veterans and more, to reskill or expand their skills for a career in cybersecurity and help address the industry’s talent shortage. As part of this focus, Fortinet made a commitment in September 2021 to train 1 million people in cybersecurity over the next three years and on track to meet this through various initiatives, including:

- Enhancing cybersecurity awareness training for all employees with the Security Awareness and Training Service: Any company looking to further protect their cybersecurity posture by advancing all their employees’ cyber skills, access and education can easily deploy the Fortinet Training Institute’s Security Awareness and Training Service. This service introduced earlier this year is a SaaS-based offering that delivers timely awareness training on today’s cybersecurity threats. It helps IT, security and compliance leaders build a cyber-aware culture where employees are engaged and avoiding victim to cyberattacks.

Offering a Free Security Awareness and Training Service for K-12 School Districts in the U.S.

Fortinet announced that it has made its Security Awareness and Training Service available to K-12 school districts in the U.S. for free of charge. With more than 80% of the 18 million faculty and staff. Educational institutions have seen an increase in bringing their own devices (BYOD) making schools and students vulnerable to cyber threats due to the expanding attack surface and thus, must ensure they are securing their critical digital assets and sensitive information. With the right training, school districts can implement training for staff and faculty to overcome cyber risks and knowledge, so they don’t fall victim to potential attacks as part of the overall school cybersecurity strategies.

Expanding Academic Partner and Outreach Programs Partnerships:

With more than 470 Authorised Training Centers (ATCs) around the world, the Fortinet Training Institute continues to work with education institutions globally to help prepare the cyber workforce of the future. Among the new institutions worldwide that have joined the Academic Partner Program are: Universidade Paranaense of Curitiba in Brazil, Technological University of Quezon (TUQ) in the Philippines, Väst in Sweden, South Texas College in the United States. As Authorised Academic Partners, these institutions are using Fortinet’s award-winning technical training in their classrooms and laboratories, paired with valuable industry certifications to add to their resumes upon graduation. Similarly, the Education Outreach Program is expanding Fortinet’s reach with additional organisations who represent traditionally underrepresented groups in the high-tech sector such as women, veterans, economically disadvantaged and more. New outreach partnerships using Fortinet’s IT and National Economic Education Trust (NET).
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Dell Technologies recommends Windows 11 Pro for business
STANDS TO WATCH

Veeam

Stand: H7 D20
Lenovo

Stand: Hall 6 stand A50
STANDS TO WATCH

VAD Technologies
Stand: Hall 3
Save Energy without SACRIFICING PERFORMANCE

DGS-F1210-26PS-E
Layer 2 Gigabit Managed Long Range PoE+ Switch

Highlights

- Superior connectivity
- Maximum distance of 250m
- Plug-and-play installation
- High Availability & Comprehensive Security
- Flow control for protection against data loss
- Suitable for devices that are far from power outlets
- New Value-Engineered Series to Meet today’s Infrastructure Needs
Smart security for every home.

Ring lets you monitor every corner of your property, no matter where you are. With a Video Doorbell at your door and Security Cams around the house, you can create a Ring of Security around your entire home.

With Ring, you’re always home.

For more information, contact mea@ring.com or visit www.ring.com

To learn more, visit us at GITEX Global 2022 Stand Z3-B10